1. Incident management is a necessary part of information security planning describe four types of incidents and the process followed for dealing with them.

Q2. What is an IT security plan in particular, describe what the components of an implementation plan are? (Week3 content)

Q3. The management of your company has asked you if there is any risk if they mandate software that software patches be applied automatically as soon as they are available. What would be the advantages and or disadvantages of adopting such policy?

Out of these 3 (long questions) we can get any 2.

She did mention other question in the recording which short questions:

Q1. Briefly explain relationship between physical security and information security?

Q2. List some of the resources within the organization that can provide input into your risk assessment, so tell me who those resources are that can help you provide input into your risk assessment?